
Even if the previous red flags aren't there, you should still
double check even if an email looks legitimate with the
sender - emails can be spoofed.

Double Check to Be Sure

5 Email Red Flags
Avoid Falling for An Email Scam By Watching Out For These Tell-Tale Signs

If the email you see
doesn't match the
purported business (IE
it's a banking email but
the email is from Gmail).

The Sender
Doesn't Match

Scammers will try to rush
you with urgent requests
before you have time to
think about it.

In A Rush

A vendor you do business
with frequently won't
suddenly ask via email
for your routing and
account numbers, this is
a tell tale sign of a scam.

A lot of scammers try to
receive payment in ways
that can't be easily traced,
like gift cards. 

Unusual Payment
Methods Requesting

Information They
Already Have

Your
Logo

Want to learn more about staying safe online?
Visit ValleyTechlogic.com


